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Personal Use of Electronic Media 

Policy CQ, DH 

 

Electronic media includes all forms of social media, such as text messaging, instant messaging, 

electronic mail (e-mail), Web logs (blogs), wikis, electronic forums (chat rooms), video-sharing 

Web sites (e.g., YouTube), editorial comments posted on the Internet, and social network sites 

(e.g., Facebook, Twitter, LinkedIn, Instagram). Electronic media also includes all forms of 

telecommunication, such as landlines, cell phones, and Web-based applications. 

 

An employee may not share or post, in any format, information, videos, or pictures obtained 

while on duty or on district business unless the employee first obtains written approval from the 

employee’s immediate supervisor.  Employees should be cognizant that they have access to 

information and images that, if transmitted to the public, could violate privacy concerns. 

Personal Use of Electronic Media with Students 

Policy DH 

 

In accordance with administrative regulations, a certified or licensed employee, or any other 

employee designated in writing by the Superintendent or a campus principal, may use electronic 

media to communicate with currently enrolled students about matters within the scope of the 

employee’s professional responsibilities. All other employees are prohibited from using 

electronic media to communicate directly with students who are currently enrolled in the 

District. The regulations shall address: 

  

1. Exceptions for family and social relationships: 

An employee who claims an exception based on a social relationship shall provide 

written consent from the student’s parent.   

 The written consent shall include an acknowledgement by the parent that: 

o The employee has provided the parent with a copy of this protocol 

 The employee and the student have a social relationship outside of school; 

o The parent understands that the employee’s communications with the student 

are expected from district regulation; and 

o The parent is solely responsible for monitoring electronic communications 

between the employee and the student. 

 

2. The circumstances under which an employee may use text messaging to communicate 

with students; and  

An employee who communicates with a student using text messaging shall comply with 

the following protocol: 

 The employee shall include at least one of the student’s parents or guardians as a 

recipient on each text message to the student so that the student and parent receive 

the same message; 
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 The employee shall include his or her immediate supervisor as a recipient on each 

text message to the student so that the student and supervisor receive the same 

message. 

 The employee shall limit communications to matters within the scope of the 

employee’s professional responsibilities (e.g., for classroom teachers, matters 

relating to classwork, homework, and tests; for an employee with an extracurricular 

duty, matters relating to the extracurricular activity.) 

 The employee is prohibited form knowingly communicating with student through a 

personal social network page; the employee must create a separate social network 

page (“professional page”) for the purpose of communicating with students.  The 

employee must enable administration and parents to access the employee’s 

professional page. 

3. Other matters deemed appropriate by the Superintendent or designee. Each employee 

shall comply with the District’s requirements for records retention and destruction to the 

extent those requirements apply to electronic media. 

Criminal History Background Checks 

Policy DBAA 

 

Employees may be subject to a review of their criminal history record information at any time 

during employment. National criminal history checks based on an individual’s fingerprints, 

photo, and other identification will be conducted on certain employees and entered into the 

Texas Department of Public Safety (DPS) Clearinghouse. This database provides the district and 

SBEC with access to an employee’s current national criminal history and updates to the 

employee’s subsequent criminal history. 

 

Employee Arrests and Convictions 

Policy DH 

 

An employee must notify his or her principal or immediate supervisor within three calendar 

days of any arrest, indictment, conviction, no contest or guilty plea, or other adjudication of any 

felony, and any of the other offenses listed below (See Appendix E): 

 Crimes involving school property or funds 

 Crimes involving attempt by fraudulent or unauthorized means to obtain or alter any 

certificate or permit that would entitle any person to hold or obtain a position as an 

educator 

 Crimes that occur wholly or in part on school property or at a school-sponsored 

activity 

 Crimes involving moral turpitude 

Moral turpitude includes the following: 

 Dishonesty 

 Fraud 

 Deceit 




